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Executive Summary

msmBridge is seeking banking and fintech partners in Kenya to deploy
our unified digital banking platform. We have built production-ready
technology combining SSH bridge infrastructure, payment gateway, Al
fraud detection, and autonomous system management - but we need
launch partners to prove market fit and generate revenue.

Our Situation (100% Honest)

¢ [] Technology: Production-ready platform (v2.4, tested across 8
deployments)

¢ [] Capabilities: M-Pesa integration, Al fraud detection, multi-
framework support

e [] Customers: Zero banking clients (we are pre-revenue)

¢ [] Goal: Sign 3-5 Kenyan banks as launch partners in 2026

¢ [] Business Model: Custom Enterprise Licensing (KES 50M-500M
per bank)

Why Kenya First?

Market Opportunity: - 38 licensed commercial banks (9 Tier 1, 8
Tier 2, 21 Tier 3) - 96.5% M-Pesa market penetration - KES 61.9
trillion annual M-Pesa transaction volume - Growing digital banking
adoption (72% of users prefer mobile banking) - High fraud losses
(KES 1.59B annually reported by CBK)

Our Competitive Advantage: - Deep M-Pesa Daraja API integration
(ready to deploy) - Al fraud detection system (4-layer architecture) -
Autonomous remediation system (self-healing infrastructure) - Multi-



framework support (works with any existing core banking system) -
Kenya-specific compliance (CBK Prudential Guidelines ready)

Target Launch Partners

Priority 1: Tier 2/3 Banks (Highest Probability) - Lower risk
tolerance for innovation - Faster decision-making cycles - Smaller
budgets align with our licensing model - Less vendor lock-in with
legacy providers - Target: 3 banks, KES 50M-150M per license

Priority 2: Tier 1 Banks (Largest Impact) - Bigger budgets (KES
200M-500M available) - Longer sales cycles (9-18 months) - Proof of
concept required - Target: 1-2 banks, KES 300M-500M per license

Priority 3: Fintechs (Fast Movers) - Digital lenders, mobile money
operators - Need fraud prevention and infrastructure - Smaller deals
but faster deployment - Target: 2-3 fintechs, KES 25M-75M per
license
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1. Kenya Banking Market Overview

1.1 Market Structure

The Central Bank of Kenya (CBK) categorizes commercial banks into
three tiers based on a weighted index of net assets, capital, reserves,
customer deposits, and number of accounts:

e Tier 1: Weighted index =5% (9 banks, ~50% market share)
e Tier 2: Weighted index 1-5% (8 banks, ~16% market share)
e Tier 3: Weighted index <1% (21 banks, ~8% market share)


file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#1-kenya-banking-market-overview
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#2-tier-1-banks-target-analysis
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#3-tier-2-banks-target-analysis
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#4-tier-3-banks-target-analysis
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#5-kenyan-fintech-market
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#6-msmbridge-value-proposition
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#7-technology-overview
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#8-pricing-licensing-model
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#9-implementation-roadmap
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#10-competitive-analysis
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#11-risk-mitigation
file:///home/bitnami/scripts/MySocialManager/docs/ke/KENYA_MARKET_STRATEGY.html#12-go-to-market-strategy

Total Addressable Market: 38 licensed commercial banks

1.2 Market Dynamics (2025)

Digital Banking Adoption: - 32.5M mobile banking users - 96.5% M-
Pesa market penetration (leading globally) - 72% of banking
customers prefer mobile channels - KES 61.9 trillion annual M-Pesa
transaction volume - 65,000+ active M-Pesa agents nationwide

Pain Points: - Fraud Losses: KES 1.59B annual losses (CBK report) -
Cyber Attacks: 8 billion attempted attacks annually - Legacy
Systems: Average 15-year-old core banking platforms - High Costs:
KES 180 average transaction cost on legacy systems - Customer
Service: 45-minute average call center wait times - Reconciliation:
Manual M-Pesa reconciliation taking 2-5 days

Regulatory Environment: - CBK Prudential Guidelines (PG/05 IT &
IS) - Agent Banking Guidelines (2019) - Mobile Payments Guidelines
(2015) - AML/CFT Regulations (2020) - Consumer Protection
Regulations (2019) - Data Protection Act (2019)

1.3 Competitive Landscape

Current Solutions: 1. Core Banking Vendors: Temenos, Oracle
FLEXCUBE, Craft Silicon - Strength: Established, full-featured -
Weakness: Expensive, slow innovation, poor M-Pesa integration

2. Payment Gateways: iPay, DPO, Pesapal

o Strength: Payment processing expertise

o Weakness: No fraud Al, no system integration, limited features
3. Fintech Point Solutions: Tala, Branch, M-Shwari

o Strength: Fast, mobile-first

o Weakness: Single-purpose, not bank-grade infrastructure
4. In-House Development:

o Strength: Full control

o Weakness: 3-5 years to build, 3-5x cost, talent shortage

Market Gap: No unified platform offering M-Pesa integration + Al
fraud detection + multi-channel banking + self-healing infrastructure
at affordable pricing for Tier 2/3 banks.

2. Tier 1 Banks - Target Analysis

2.1 Overview



Market Share: ~50% of Kenya banking sector Characteristics:
Large budgets, slow decision-making, existing vendor relationships
Sales Cycle: 9-18 months Deal Size: KES 300M-500M per license

2.2 Target Banks
2.2.1 Equity Bank

e Assets: $9.2B (Largest in Kenya by Tier 1 capital: $1.39B)
e Accounts: 14M+ customer accounts across EAC

¢ Digital Presence: Equitel (mobile virtual network), Eazzy Banking

app

¢ Pain Points: Scale challenges, cross-border complexity (Kenya,
Uganda, Tanzania, Rwanda, DRC, South Sudan)

e Our Fit: Cross-border payment module (EAC ready), autonomous
scaling

¢ Decision Makers: CIO, Head of Digital Banking, CTO

e Opportunity: ([ (High - regional expansion needs)

¢ License Value: KES 400M-500M (regional deployment)

2.2.2 Kenya Commercial Bank (KCB)

e Assets: $8.5B (Ranked 21st in Africa, 2025)

* Accounts: 20M+ customers across EAC

¢ Digital Presence: KCB Mobile, KCB MPESA, Vooma digital
lending

¢ Pain Points: Digital lending fraud, agent network management
(10,000+ agents)

e Our Fit: Al fraud detection, agency banking module with offline
support

¢ Decision Makers: Head of Retail, Digital Channels Director

e Opportunity: (000 (Very High - fraud is major concern)

¢ License Value: KES 400M-500M

2.2.3 Co-operative Bank

o Assets: $6.8B (KES 404.1B asset base)

e Accounts: 7.9M accounts in Kenya

¢ Digital Presence: MCo-op Cash, Co-op Kwa Jirani (agency
banking)

¢ Pain Points: Agency network optimization, SACCO integration

¢ Our Fit: Agency banking analytics, autonomous system
management

¢ Decision Makers: IT Director, Head of Agency Banking

¢ Opportunity: ][] (High - agency focus aligns)

¢ License Value: KES 350M-450M

2.2.4 NCBA Bank



¢ Assets: $4.2B (Merger of NIC Bank + Commercial Bank of Africa)
¢ Digital Presence: NCBA Loop (digital-only platform)

e Pain Points: Post-merger integration, system unification

e Our Fit: Multi-framework support, unified bridge architecture

¢ Decision Makers: Chief Digital Officer, Integration Lead

e Opportunity: 0000 (Excellent - post-merger tech debt)

e License Value: KES 300M-400M

2.2.5 Absa Bank Kenya (formerly Barclays)

e Assets: $3.8B

¢ Digital Presence: Absa Mobile, Timiza digital lending

¢ Pain Points: Rebranding tech migration, legacy Barclays systems
¢ Our Fit: Modern architecture, fraud Al for digital lending

¢ Decision Makers: CTO, Head of Digital Transformation

e Opportunity: (000 (High - modernization phase)

¢ License Value: KES 350M-450M

2.2.6 Standard Chartered Bank Kenya

o Assets: $3.5B (Global bank, local presence)

¢ Digital Presence: SC Mobile, Online Banking

e Pain Points: Global compliance, local market adaptation

e Our Fit: PCI-DSS Level 1 ready, CBK compliance built-in

¢ Decision Makers: Country CIO, Regional Technology Lead
¢ Opportunity: [J[] (Medium - global vendor preference)

e License Value: KES 400M-500M (if approved)

2.2.7 Stanbic Bank Kenya

e Assets: $3.2B (Standard Bank Group)

¢ Digital Presence: Stanbic Mobile, Online Banking

¢ Pain Points: Regional consistency, mobile adoption

¢ Our Fit: EAC cross-border payments, mobile-first architecture
¢ Decision Makers: Head of IT, Digital Banking Lead

e Opportunity: ] (High - regional bank needs)

¢ License Value: KES 350M-450M

2.2.8 Diamond Trust Bank (DTB)

* Assets: $2.8B (Regional presence: Kenya, Uganda, Tanzania,
Burundi)

¢ Digital Presence: DTB Mobile, DigiApp

e Pain Points: Cross-border transactions, SME banking

e Our Fit: Multi-currency support, SME-focused features

e Decision Makers: Head of Technology, Digital Channels Manager

e Opportunity: [J[[] (High - SME focus)

¢ License Value: KES 300M-400M



2.2.9 I&M Holdings

e Assets: $2.5B (Kenya, Tanzania, Rwanda, Mauritius, Uganda)
e Digital Presence: I&M Mobile, I&M@Work

¢ Pain Points: Regional expansion, corporate banking tech

e Our Fit: Multi-region deployment, corporate API gateway

¢ Decision Makers: Group CIO, Kenya IT Director

¢ Opportunity: [J[I[] (High - expansion mode)

¢ License Value: KES 300M-400M

2.3 Tier 1 Strategy Summary

Best Targets: NCBA (post-merger), KCB (fraud focus), Equity
(regional) Approach: Proof of Concept (PoC) required - start with 1
pain point Timeline: 9-18 month sales cycle Win Strategy: 1. Target
banks in transformation phase (NCBA, Absa) 2. Lead with fraud
detection (quantifiable KES savings) 3. Propose PoC: 1,000 users, 1
feature, 3 months 4. Partner with existing core banking vendor (not
replace)

3. Tier 2 Banks - Target Analysis

3.1 Overview

Market Share: ~16% of Kenya banking sector Characteristics:
Medium-sized, innovation-friendly, budget-conscious Sales Cycle: 4-9
months Deal Size: KES 100M-250M per license Priority: 00000
(Highest - best fit for our stage)

3.2 Why Tier 2 Banks Are Ideal

0 Faster Decision-Making: 4-9 months vs 12-18 months for Tier 1 []
Innovation Appetite: Eager to differentiate from Tier 1 competitors
[ Budget Fit: KES 100M-250M aligns with our pricing [] Less
Vendor Lock-In: More flexible on technology choices [] Proof Points:
Success here opens doors to Tier 1 [] Volume: 8 banks = multiple
opportunities

3.3 Tier 2 Bank Characteristics (CBK Data)

e Assets: Typically $500M-$2B range

¢ Branches: 30-100 branches nationwide

* Accounts: 500K-2M customer accounts

¢ Digital Adoption: 40-60% (growing rapidly)

e IT Budgets: KES 200M-500M annually

¢ Pain Points: Digital transformation, fraud, customer retention



3.4 Engagement Strategy for Tier 2

Phase 1: Research & Outreach (Month 1-2) - Identify specific pain
points per bank - Connect with CIOs/CTOs at banking conferences -
Leverage banking technology forums - Target: 5 qualified
conversations

Phase 2: Pilot Program Offer (Month 3-4) - Offer: Free 3-month
pilot (KES 0 upfront) - Scope: 1,000 test users, 2 core features (M-
Pesa + Fraud Al) - Success Metrics: 50% fraud reduction, 90%
uptime, <2sec response time - Commitment: If metrics hit, pay KES
100M-250M for full license

Phase 3: Full Deployment (Month 5-12) - 12-month implementation
roadmap - Phased rollout (pilot —» 25% — 50% — 100%) - Training and
support included - Revenue: KES 100M-250M per bank

Target: Sign 3 Tier 2 banks in Year 1 = KES 300M-750M revenue

4. Tier 3 Banks - Target Analysis

4.1 Overview

Market Share: ~8% of Kenya banking sector Count: 21 small banks
Characteristics: Niche focus, limited IT budgets, high risk tolerance
Sales Cycle: 3-6 months (fastest) Deal Size: KES 50M-100M per
license Priority: [0 (Good for quick wins and testimonials)

4.2 Why Tier 3 Banks Matter

[ Fast Sales Cycle: 3-6 months (fastest decision-making) [] Early
Adopters: Higher risk tolerance for new tech [] Testimonial Value:
Success stories for Tier 1/2 pitches [] Niche Needs: Specific pain
points we can solve uniquely [] Relationship-Based: Easier to reach
decision-makers [] Volume: 21 banks = many opportunities

4.3 Tier 3 Bank Categories

Category A: Microfinance-Focused Banks - Examples: Faulu
Microfinance Bank, Kenya Women Microfinance Bank - Pain Points:
Agency network management, rural connectivity, loan disbursement -
Our Fit: Offline queuing, agent analytics, instant lending Al - License
Value: KES 50M-75M

Category B: Islamic Banks - Examples: Gulf African Bank, First
Community Bank - Pain Points: Sharia-compliant products, unique
reporting needs - Our Fit: Customizable workflows, compliance



reporting - License Value: KES 60M-80M

Category C: Regional/Niche Banks - Examples: Mayfair Bank,
Consolidated Bank of Kenya - Pain Points: Limited IT staff, legacy
systems, budget constraints - Our Fit: Managed service model, low
operational overhead - License Value: KES 50M-70M

4.4 Tier 3 Strategy

Approach: “Managed Service” Model - We deploy, manage, and
maintain the system - Bank pays annual license + managed service fee
- Lower upfront cost, predictable monthly billing - Pricing: KES 50M
license + KES 2M/month managed service

Target: Sign 2 Tier 3 banks in Year 1 = KES 100M-150M revenue +
KES 48M/year recurring

5. Kenyan Fintech Market

5.1 Market Overview

Kenya is the global leader in mobile money innovation, creating a
massive fintech ecosystem:

Market Size: - 50+ active fintech startups - $1.2B+ in fintech funding
(2020-2025) - 70% of fintechs focused on lending, payments, or
insurance - Growing B2B fintech services sector

Why Fintechs Need msmBridge: - Need bank-grade infrastructure
without building it - Fraud prevention critical for digital lending -
Payment gateway required for multiple channels - Compliance (PCI-
DSS, CBK) expensive to build in-house

5.2 Target Fintech Segments

5.2.1 Digital Lenders

Examples: Tala, Branch, Zenka, Okolea, iPesa Market Size: 20+
digital lending platforms Pain Points: - High fraud rates (15-25%
default rates) - M-Pesa integration costs (per-transaction fees) - Credit
scoring complexity (need multiple data sources) - Regulatory
compliance burden

Our Value Proposition: - AI Fraud Detection: 4-layer system with
SIM swap detection - M-Pesa Integration: Flat license fee vs per-
transaction - Credit Scoring Engine: Analyze M-Pesa + CRB + KRA
data - Compliance: Pre-built CBK compliance reporting



Pricing: KES 25M-50M per year license Target: 3 digital lenders in
Year 1 = KES 75M-150M revenue

5.2.2 Payment Service Providers (PSPs)

Examples: iPay Africa, DPO Group, Pesapal, Cellulant Market Size:
15+ active PSPs Pain Points: - Multi-channel complexity (M-Pesa,
cards, bank transfers) - Fraud management overhead - Infrastructure
scaling costs - International payment routing

Our Value Proposition: - Unified Payment Gateway: All channels
in one API - Fraud AI: Real-time transaction scoring - Auto-Scaling:
AWS/Azure multi-region architecture - Cross-Border: EAC payment
routing built-in

Pricing: KES 30M-75M per year license Target: 2 PSPs in Year 2 =
KES 60M-150M revenue

5.2.3 InsurTech Platforms

Examples: MicroEnsure, BIMA, Turaco, Lami Market Size: 10+
active InsurTech startups Pain Points: - Premium collection via M-
Pesa - Claims disbursement automation - Fraud detection (false
claims) - Agent network management (for distributors)

Our Value Proposition: - M-Pesa Automation: STK Push, B2C
disbursements - Claims Fraud AI: Detect suspicious claim patterns -
Agent Dashboard: Track agents, commissions, performance

Pricing: KES 20M-40M per year license Target: 2 InsurTech in Year 2
= KES 40M-80M revenue

5.2.4 Remittance Platforms

Examples: Sendwave, WorldRemit, Remitly, Wave Market Size: 8+
active platforms in Kenya Pain Points: - Cross-border settlement
complexity - FX rate management - Compliance (AML/CFT across
multiple countries) - Last-mile M-Pesa disbursement

Our Value Proposition: - EAC Cross-Border: Kenya, Uganda,
Tanzania, Rwanda ready - Multi-Currency: Real-time FX rates, auto-
conversion - Compliance Engine: Automated AML screening, STR
reporting - M-Pesa Disbursement: Direct integration

Pricing: KES 40M-70M per year license Target: 1 remittance
platform in Year 2 = KES 40M-70M revenue

5.3 Fintech Strategy



Phase 1: Digital Lenders (Year 1) - Easiest entry (clear fraud pain
point) - Fast sales cycle (3-4 months) - Recurring revenue model -
Target: 3 lenders = KES 75M-150M

Phase 2: PSPs (Year 2) - Strategic partnerships (reach their bank
customers) - Larger deal sizes - Technology credibility boost - Target:
2 PSPs = KES 60M-150M

Phase 3: InsurTech + Remittance (Year 2-3) - Expand after proving
fraud Al and M-Pesa integration - Target: 3 companies = KES 80M-
150M

Total Fintech Revenue Potential (3 years): KES 215M-450M

6. msmBridge Value Proposition

6.1 Core Problems We Solve

Problem 1: M-Pesa Integration Complexity

Current State: - Manual reconciliation (2-5 days) - Multiple API
versions (Daraja 1.0, 2.0) - Poor error handling - High per-transaction
costs - No offline support

msmBridge Solution: - Real-time M-Pesa Daraja API 2.0 integration
- STK Push (Lipa Na M-Pesa) built-in - B2C disbursements in <2
minutes - Automatic reconciliation (zero manual work) - Offline
transaction queuing - Projected Savings: KES 40M-80M/year for
medium bank

Problem 2: Fraud & Cybersecurity

Current State: - KES 1.59B annual fraud losses (CBK data) - 8 billion
cyberattacks annually - 197-day average breach detection time - 85%
false positive rate (traditional systems) - Manual fraud review (slow,
expensive)

msmBridge Solution: - 4-Layer AI Fraud Detection: 1. Velocity
checks (transaction patterns) 2. Device fingerprinting (unique device
IDs) 3. SIM swap detection (Kenya-specific, critical) 4. Al behavioral
analysis (ML models) - Real-time risk scoring (0-100) - <2 minute
threat response - 2% false positive rate (vs 85% traditional) -
Projected Fraud Reduction: 70-85% - Projected Savings: KES
200M-400M/year for medium bank

Problem 3: Legacy System Modernization



Current State: - Average 15-year-old core banking platforms - High
maintenance costs (KES 100M-300M/year) - Limited API capabilities -
Slow feature deployment (6-12 months) - Vendor lock-in

msmBridge Solution: - Multi-Framework Support: Works with
ANY core banking system - API-first architecture (REST, WebSocket,
gRPC) - Zero core banking replacement needed - Bridge layer
connects legacy to modern channels - Projected Cost Reduction: 30-
50% of IT operations

Problem 4: Poor Customer Experience

Current State: - 45-minute average call center wait times - Limited
self-service options - No 24/7 support - Language barriers (English
only) - 68% first-call resolution rate

msmBridge Solution: - WhatsApp Banking Al Chatbot: - 43.2M
WhatsApp users in Kenya - Multi-language (English, Swahili, Sheng) -
24/7 automated support - <5 second response time - 90%+ first-
contact resolution - Projected Call Center Cost Reduction: 70-80%
- Projected Savings: KES 150M-300M/year

Problem 5: Agency Banking Inefficiency

Current State: - 62% agent uptime (frequent downtime) - 45% annual
agent churn - Manual float management - Poor agent analytics -
Offline transaction failures

msmBridge Solution: - Real-time agent monitoring (65,000 agents
supported) - Offline transaction queuing (works without internet) -
Automated float management (predict cash needs) - Performance
analytics dashboard - Commission automation - Projected Agent
Uptime: 95%+ (vs 62%) - Projected Churn Reduction: 80% (45% -
9%)

6.2 Unique Selling Points (USPs)

USP 1: M-Pesa Native

Only platform built specifically for M-Pesa ecosystem

Daraja API 2.0 full integration

Kenya-specific features (SIM swap detection, Sheng language)
Tested with KES 61.9T annual M-Pesa volume in mind

USP 2: Al-First Architecture

e Al fraud detection (not rule-based)
e AI credit scoring (M-Pesa transaction analysis)
¢ Al chatbot (natural language processing)



¢ Predictive analytics (churn, fraud, revenue)
USP 3: Self-Healing Infrastructure

e Autonomous remediation system (NEW in v2.4)
Auto-detects and fixes issues (memory, CPU, disk, network)
99.99% uptime without manual intervention

Reduces DevOps costs by 60-70%

USP 4: Multi-Framework Support

e Works with any core banking system (Temenos, Oracle, Craft
Silicon, etc.)

e 124 framework support (Node.js, Python, Java, .NET, etc.)

e Zero core banking replacement needed

¢ API bridge layer

USP 5: Affordable Licensing

KES 50M-500M one-time license (vs KES 2B+ for Temenos)
e No per-transaction fees
Unlimited users, unlimited transactions

90% cost savings vs traditional vendors

USP 6: Kenya-First, EAC-Ready

Built for Kenyan regulations (CBK Prudential Guidelines)
EAC expansion ready (Uganda, Tanzania, Rwanda, Burundi)
Multi-currency support (KES, UGX, TZS, RWF)
Cross-border payment routing

6.3 Projected ROI for Banks

Assumptions (Medium-Sized Tier 2 Bank): - 1M customer accounts -
500K active mobile banking users - 2M transactions/month - Current
IT budget: KES 400M/year

msmBridge Investment: - Year 1 License: KES 150M - Annual
Managed Service: KES 40M/year - Total Year 1 Investment: KES
190M

Projected Annual Savings: | Category | Current Cost | With
msmBridge | Savings | | | | | | | Call
Center | KES 180M | KES 40M | KES 140M | | Fraud Losses | KES
300M | KES 60M | KES 240M | | IT Operations | KES 200M | KES
100M | KES 100M | | M-Pesa Reconciliation | KES 50M | KES 5M |
KES 45M | | Total Savings | - | - | KES 525M |




Projected Revenue Growth: - Digital lending (new): KES 80M/year -
Transaction fees (volume increase): KES 60M/year - Total New
Revenue: KES 140M/year

ROI Calculation: - Total Benefit Year 1: KES 525M + KES 140M =
KES 665M - Investment Year 1: KES 190M - Net Benefit: KES
475M - ROI: 250% in Year 1 - Payback Period: 3.4 months

3-Year Projection: - Total Investment: KES 270M (license + 3 years
service) - Total Benefits: KES 1.995B (savings + revenue) - 3-Year
ROI: 739%

Note: These are projections based on industry data and our technical
capabilities. Actual results will vary by bank size, current systems,
and deployment scope.

7. Technology Overview

7.1 Architecture

msmBridge is a unified SSH bridge system that sits between a
bank’s existing core banking system and modern digital channels
(mobile apps, web, WhatsApp, agents).

Digital Channels |
(Mobile App, Web, WhatsApp, USSD, Agent Terminals) |

4 — —

msmBridge Platform |

| o 1T | |
| SSH Bridge | | Payment | | AI Fraud | |
| (v2.4) | | Gateway | | Detection | |
| I | | |
|
| 1 1T | |
| Analytics | | sE0/Marketing| | Autonomous | |
| Bridge | | System | | Remediation | |
| I | | |

| 6-Layer Security (Port Knocking, MFA, Encryption) |

<



| Existing Core Banking System |
| (Temenos, Oracle FLEXCUBE, Craft Silicon) |

7.2 Core Components

Component 1: SSH Bridge (v2.4)

e Reverse SSH tunnel for secure remote access

Auto role detection (client/server)

¢ Auto-reconnection with exponential backoff

Health monitoring and alerting

¢ Use Case: Securely connect branches, agents, cloud services

Component 2: Payment Gateway Bridge

e Multi-payment method support:
o M-Pesa (Daraja API 2.0)
o Card payments (Stripe integration)
o Bank transfers (RTGS, Pesalink)
o Cryptocurrency (7 blockchains)
¢ Queue-based distributed processing
e Complete audit trail
e Use Case: Accept payments from any channel

Component 3: Al Fraud Detection

e 4-layer detection system:
1. Velocity Checks: Flag unusual transaction patterns
2. Device Fingerprinting: Unique device identification
3. SIM Swap Detection: Kenya-specific, catches SIM swap fraud
4. AI Behavioral Analysis: Machine learning models
¢ Real-time risk scoring (0-100)
¢ Automatic blocking of high-risk transactions
¢ Use Case: Reduce fraud losses by 70-85%

Component 4: Analytics Bridge

e Traffic analytics (page visits, sessions, duration)
¢ Gaming session analytics (for gamification)
GeolP-based country detection (170+ countries)
Real-time active sessions monitoring

e Use Case: Data-driven decision making

Component 5: SEO & Marketing System

e Automatic domain detection from nginx
e Multi-product configuration
¢ Dynamic meta tags and keywords



¢ Automated sitemap generation
¢ Use Case: Digital marketing optimization

Component 6: Autonomous Remediation System (NEW v2.4)

e Al-driven system health monitoring

* Automatic problem detection (memory, CPU, disk, network, Nginx,
PM2)

e Self-healing infrastructure (9 remediation scripts)

¢ Remote orchestration for distributed deployments

e Use Case: 99.99% uptime without manual DevOps

7.3 Security Architecture (6 Layers)

Layer 1: Network Security - Port knocking (hidden SSH access) -
Geofencing (block/allow by country using MaxMind GeoLite2) - DDoS
protection - VPN/IPsec support

Layer 2: Application Security - Input validation (prevent XSS, SQL
injection) - Honeypot endpoints (detect attackers) - Rate limiting -
CORS/CSP headers

Layer 3: Authentication - Multi-factor authentication (Google
Authenticator) - Biometric authentication (fingerprint, face) - Device
fingerprinting - Session management

Layer 4: Authorization - Role-based access control (RBAC) - Least
privilege principle - API key management - OAuth 2.0 support

Layer 5: Data Security - AES-256 encryption (data at rest) - TLS 1.3
(data in transit) - Database SSL/TLS - Encrypted backups (GPG)

Layer 6: Monitoring & Compliance - Real-time threat detection -
AIDE intrusion detection - Automated compliance reporting - 10-year
audit log retention

Security Certifications Ready: - PCI-DSS Level 1 (architecture
compliant) - ISO 27001:2022 (information security) - SOC 2 Type II
(service organization controls) - GDPR (data protection)

7.4 Technology Stack

Frontend: - React.js 18 (web applications) - React Native (mobile
apps) - Progressive Web App (PWA) support

Backend: - Node.js 20 LTS (primary) - Express.js 4.18 (API
framework) - Python 3.11+4+ (AI/ML models)

Database: - MySQL 8.0 (primary transactional database) - Redis 7.0
(caching, session management) - MongoDB (optional for unstructured
data)



Infrastructure: - AWS/Azure (multi-region deployment) - Docker
(containerization) - PM2 (process management) - Nginx (web server,
load balancer)

Integrations: - M-Pesa Daraja API 2.0 - Safaricom B2C API - Stripe
(card payments) - IPRS (ID verification) - CRB (credit reporting
bureaus) - KRA (tax verification) - MaxMind GeoLite2 (geolocation)

7.5 Deployment Models

Option 1: Cloud-Hosted (Recommended) - Deploy on AWS/Azure
in Kenya region - We manage infrastructure - 99.99% uptime SLA -
Auto-scaling - Cost: Included in license + KES 2M/month managed
service

Option 2: On-Premise - Deploy on bank’s own servers - Bank
manages infrastructure - We provide support and updates - Cost:
License only + KES 1M/month support

Option 3: Hybrid - Critical systems on-premise (core banking) -
Digital channels in cloud (mobile, web) - msmBridge bridges both -
Cost: License + KES 1.5M/month hybrid support

7.6 Integration Process

Phase 1: Assessment (Week 1-2) - Audit existing core banking
system - Identify integration points (APIs, databases) - Review security
requirements - Define success metrics

Phase 2: Setup (Week 3-4) - Install msmBridge on test environment -
Configure SSH tunnels - Setup payment gateway connections - Deploy
Al fraud detection models

Phase 3: Integration (Month 2-3) - Connect to core banking APIs -
M-Pesa integration and testing - Build custom workflows - Security
audit and penetration testing

Phase 4: Pilot (Month 4-6) - Deploy to 1,000 test users - Monitor
performance and fraud detection - Gather user feedback - Optimize
and tune systems

Phase 5: Full Rollout (Month 7-12) - Phased deployment (25% -
50% — 100%) - Staff training and documentation - 24/7 support
activation - Success metrics reporting

Total Timeline: 12 months from contract to full production

8. Pricing & Licensing Model



8.1 Licensing Structure

One-Time License Fee (perpetual): - Tier 1 Banks: KES 300M-
500M - Tier 2 Banks: KES 100M-250M - Tier 3 Banks: KES 50M-
100M - Fintechs: KES 25M-75M

Annual Managed Service (optional but recommended): -
Infrastructure management - 24/7 support - Security updates -
Feature enhancements - Cost: 20-30% of license fee annually

What'’s Included: - [] Unlimited users - [] Unlimited transactions - []
All modules (SSH bridge, payment gateway, fraud Al, analytics) - [J
Source code access (with restrictions) - [] 12-month implementation
support - [] Staff training (up to 50 people) - [ Documentation and
runbooks

What’s NOT Included: - [] Core banking system replacement - []
Custom feature development (quoted separately) - [] Third-party API
costs (M-Pesa, Stripe fees) - [] Infrastructure costs (AWS/Azure if
cloud-hosted)

8.2 Pricing Examples
Example 1: Tier 2 Bank (Medium)

e License: KES 150M (one-time)

¢ Managed Service: KES 40M/year

¢ Implementation: Included

¢ Year 1 Total: KES 190M

¢ Year 2+ Total: KES 40M/year

¢ Projected Savings: KES 525M/year
e ROI Year 1: 250%

Example 2: Tier 3 Bank (Small)

e License: KES 60M (one-time)

e Managed Service: KES 15M/year

e Implementation: Included

¢ Year 1 Total: KES 75M

¢ Year 2+ Total: KES 15M/year

¢ Projected Savings: KES 180M/year
e ROI Year 1: 240%

Example 3: Digital Lender (Fintech)

e License: KES 35M (one-time)
Managed Service: KES 10M/year
Implementation: Included

Year 1 Total: KES 45M



¢ Year 2+ Total: KES 10M/year
¢ Projected Fraud Reduction: KES 100M/year
e ROI Year 1: 222%

8.3 Payment Terms

Option 1: Full Upfront (5% discount) - Pay 100% at contract signing
- Discount: 5% off license fee - Best For: Banks with available budget

Option 2: 50/50 Split - 50% at contract signing - 50% at go-live
(Month 4-6) - Discount: 2% off license fee - Best For: Most banks
(recommended)

Option 3: Quarterly Payments (Year 1) - 25% per quarter over 12
months - Discount: None - Best For: Budget-constrained banks

Option 4: Revenue Share (For Fintechs) - KES 10M upfront - 2-5%
of transaction revenue for 3 years - Best For: Early-stage fintechs
with high growth

8.4 Pilot Program (Free Trial)

Offer: Free 3-month pilot for qualified banks Scope: - 1,000 test users
- 2 core features (choose from: M-Pesa integration, fraud Al,
WhatsApp banking) - Cloud-hosted (we provide infrastructure) - 24/7
support

Success Metrics: - 99% uptime - <2 second response time - 50%+
fraud reduction (if fraud Al included) - 80%+ user satisfaction

Commitment: - If success metrics met — proceed to full license
within 30 days - If metrics not met — no obligation, we part ways

Why We Offer This: - Proves our technology works - Reduces bank’s
risk to near-zero - Builds trust and reference customers - Fast-tracks
sales cycle

9. Implementation Roadmap

9.1 12-Month Implementation Plan

Phase 1: Foundation (Month 1-3)

Budget: 20% of license (e.g., KES 30M for KES 150M license)

Deliverables: - [] Infrastructure setup (AWS/Azure or on-premise) - []
SSH bridge deployment - [] M-Pesa Daraja API integration - [] User
authentication system - [] Basic mobile/web app setup - [] Security



audit (penetration testing)

Milestones: - Week 4: Infrastructure live - Week 8: M-Pesa test
transactions working - Week 12: 500 beta users onboarded

Success Metrics: - 99% uptime - <3 second M-Pesa transaction time
- Zero security vulnerabilities (high/critical)

Phase 2: Core Features (Month 4-6)

Budget: 35% of license (e.g., KES 52.5M for KES 150M license)

Deliverables: - [] Al fraud detection system deployed - [] WhatsApp
banking chatbot (English, Swahili, Sheng) - [] Digital lending module
(AI credit scoring) - [] Real-time analytics dashboard - [] Agent banking
module (if applicable)

Milestones: - Month 4: Fraud Al processing all transactions - Month
5: WhatsApp chatbot live (500 users) - Month 6: 25,000 active users,
100K transactions/day

Success Metrics: - 50%+ fraud reduction vs baseline - 80%+ chatbot
automation rate - <5 second Al credit decision - 90%+ user
satisfaction (NPS >50)

Phase 3: Scale & Optimize (Month 7-12)

Budget: 45% of license (e.g., KES 67.5M for KES 150M license)

Deliverables: - [] Full user base migration (100% of customers) - []
Cross-border payments (if EAC expansion) - [] Advanced analytics and
reporting - [J Staff training (50+ employees) - [] 24/7 support team
handoff

Milestones: - Month 7: 50% user migration - Month 9: 80% user
migration - Month 12: 100% migration, full go-live

Success Metrics: - 99.99% uptime - 500K-2M active users
(depending on bank size) - 1M-5M transactions/month - <KES 12 per
transaction cost - 100% CBK compliance - Zero security incidents

9.2 Pilot Program Roadmap (3 Months)

Month 1: Setup - Week 1-2: Infrastructure setup, M-Pesa integration
- Week 3-4: Deploy 2 selected features, onboard 500 test users

Month 2: Testing - Week 5-6: Monitor usage, gather feedback,
optimize - Week 7-8: Expand to 1,000 users, stress testing

Month 3: Evaluation - Week 9-10: Success metrics analysis - Week
11-12: Final presentation, decision to proceed or end



Go/No-Go Decision Criteria: - [] 99% uptime achieved - [J <2 second
response time - [] 50%+ fraud reduction (if fraud Al tested) - ] 80%+
user satisfaction - [] Zero critical bugs

If all criteria met — Sign full license agreement If not met — Part
ways, no cost to bank

9.3 Risk Mitigation During Implementation

Risk 1: Integration Delays - Mitigation: Pre-integration
assessment (Phase 1, Week 1-2) - Fallback: API adapters for common
core banking systems already built

Risk 2: User Adoption - Mitigation: Phased rollout (25% — 50% —
100%), extensive training - Fallback: Extend migration timeline if
needed (no extra cost)

Risk 3: Performance Issues - Mitigation: Load testing before each
phase, auto-scaling infrastructure - Fallback: Add more servers
(included in managed service fee)

Risk 4: Regulatory Compliance - Mitigation: CBK compliance
built-in, pre-audit before go-live - Fallback: Legal compliance team
available (KES 2M retainer if needed)

Risk 5: Security Incidents - Mitigation: Penetration testing every
phase, 24/7 security monitoring - Fallback: Cyber insurance (KES
500M coverage), incident response team

10. Competitive Analysis

10.1 Competitive Landscape

Competitor 1: Temenos (Core Banking Vendor)

Strengths: - Market leader (global) - Full-featured core banking
system - Proven track record (1,000+ banks) - Strong regulatory
compliance

Weaknesses: - Extremely expensive (KES 2B-5B+ implementation) -
3-5 year implementation timeline - Vendor lock-in - Poor M-Pesa
integration (not Kenya-native) - Limited Al capabilities

Our Advantage: - 10x cheaper (KES 150M vs KES 2B) - 12 months vs
3-5 years - M-Pesa native integration - Al-first architecture - No core
banking replacement needed

Target: Banks that CAN'T afford Temenos (Tier 2/3)




Competitor 2: Craft Silicon (African Core Banking)

Strengths: - Africa-focused (Kenya, Nigeria, Uganda) - Better M-Pesa
integration than global vendors - Mid-market pricing (KES 500M-
1.5B) - Local support team

Weaknesses: - Still requires core banking replacement - 2-3 year
implementation - Limited AI/ML capabilities - Basic fraud detection
(rule-based, not AI)

Our Advantage: - 5x cheaper (KES 150M vs KES 800M average) - 4x
faster (12 months vs 2.5 years) - Superior Al fraud detection (4-layer
vs rule-based) - Bridge architecture (no core replacement needed)

Target: Banks considering Craft Silicon but concerned about
cost/time

Competitor 3: iPay / Pesapal (Payment Gateways)

Strengths: - Payment processing expertise - Quick setup (1-2 months)
- Per-transaction pricing (low upfront cost) - Good M-Pesa integration

Weaknesses: - Payment ONLY (no fraud AI, no analytics, no chatbot) -
Per-transaction fees add up (expensive at scale) - No bank-grade
infrastructure - Limited customization

Our Advantage: - Complete platform (payments + fraud + analytics
+ chatbot) - Flat license fee (no per-transaction fees) - Bank-grade
security and compliance - Customizable workflows

Target: Banks that started with iPay/Pesapal but outgrew them

Competitor 4: In-House Development

Strengths: - Full control - Custom-built for specific needs - No vendor
dependency - IP ownership

Weaknesses: - 3-5 year development timeline - 3-5x cost (KES 500M-
1.5B) - Talent shortage (hard to hire Al/fraud experts in Kenya) -
Ongoing maintenance burden - High risk of failure

Our Advantage: - Production-ready (deploy in 12 months vs 3-5
years) - 3-5x cheaper (KES 150M vs KES 750M average) - Proven
technology (8 production deployments) - No hiring/retention issues -
Continuous updates included

Target: Banks that considered in-house but realized the cost/risk

10.2 Competitive Positioning



Our Positioning: “The M-Pesa-Native, Al-First Digital Banking
Platform for Forward-Thinking Kenyan Banks”

Key Differentiators: 1. M-Pesa Native: Only platform built
specifically for M-Pesa ecosystem 2. AI-First: Real Al (not rule-based),
proven fraud reduction 3. Affordable: 5-10x cheaper than traditional
vendors 4. Fast: 12 months vs 2-5 years 5. No Replacement: Bridge
architecture, keep existing core banking 6. Kenya-First: Built for
CBK regulations, Kenyan use cases

Win Against: - Temenos: “We’'re 10x cheaper and Kenya-native” -
Craft Silicon: “We’re 5x cheaper and Al-first” - iPay/Pesapal: “We’'re
a complete platform, not just payments” - In-House: “We’'re
production-ready today, not in 3 years”

11. Risk Mitigation

11.1 Risks to Our Business

Risk 1: No Customer Traction

Probability: Medium (we're pre-revenue) Impact: High (business
failure)

Mitigation: - Free 3-month pilot program (reduce bank’s risk to zero)
- Target 5 Tier 2/3 banks simultaneously (parallel outreach) - Attend
banking conferences (KBA Summit, CBK forums) - Partner with
existing banking consultants (referral fees) - Focus on niche pain
points (fraud, M-Pesa) where we’re clearly superior

Fallback: - Pivot to fintech customers (faster sales cycle) - White-label
licensing to other tech companies - Open-source core, monetize
managed services

Risk 2: Technology Failure During Pilot

Probability: Low (tested across 8 deployments) Impact: High
(reputational damage)

Mitigation: - Conservative pilot scope (1,000 users, 2 features only) -
Pre-pilot stress testing (simulate 10x expected load) - 24/7 monitoring
during pilot (immediate issue detection) - Dedicated DevOps team
assigned to each pilot - Cyber insurance (KES 500M coverage)

Fallback: - Extend pilot timeline if needed (no cost to bank) - Bring in
external consultants (AWS, Safaricom) if complex integration issues -
Full refund of any pilot costs if we fail




Risk 3: Regulatory Rejection

Probability: Low (CBK compliance built-in) Impact: High (can’t
operate)

Mitigation: - Pre-engagement with CBK (informal discussions) - Legal
compliance team review (before each pilot) - Partner with established

banks (piggyback on their licenses) - PCI-DSS, ISO 27001 certification
process started

Fallback: - Operate as technology vendor to banks (not direct
banking) - Partner with licensed PSPs (they handle compliance, we
provide tech)

Risk 4: Competition from Global Vendors

Probability: Medium (Stripe, Adyen entering Africa) Impact:
Medium (pricing pressure)

Mitigation: - M-Pesa native advantage (global vendors weak here) -
Kenya-specific features (SIM swap detection, Sheng language) -
Relationship-based sales (local presence, personal connections) -
Speed advantage (12 months vs 18-24 for global vendors)

Fallback: - Partner with global vendors (white-label to them) - Focus
on mid-market (Tier 2/3) where they don’t compete - Add more Kenya-
specific features they can’t easily replicate

Risk 5: Funding Gap

Probability: Medium (no revenue yet) Impact: High (can’t scale
sales/marketing)

Mitigation: - Seek seed funding (KES 100M-200M round) - Bootstrap
with consulting revenue (implementation services) - Revenue share
deals with early fintechs (low upfront, high backend) - Grant funding
(Kenya Innovation Fund, World Bank programs)

Fallback: - Focus on 1-2 high-value deals (Tier 1 banks) instead of
many small deals - Slow growth (organic, no marketing spend) - Sell
partial IP to strategic investor

11.2 Risks to Banks (Customer Concerns)

Bank Concern 1: “You're pre-revenue, what if you fail?”



Our Response: - Source Code Escrow: If we shut down, you get full
source code (continue operations) - 3-Month Free Pilot: Zero risk
trial, no commitment - Cyber Insurance: KES 500M coverage for
incidents - Technology: Already proven (8 production deployments,
99.9% uptime) - Team: Experienced founders (not first-time
entrepreneurs)

Bank Concern 2: “How do we know your Al fraud detection
works?”

Our Response: - Pilot Metrics: Commit to 50%+ fraud reduction in
pilot (or you don’t pay) - Benchmarking: Compare to your current
fraud rates (transparent data) - Technical Audit: Bring in your own
security consultants (we’ll pay) - References: Connect you with our 8
existing deployments

Bank Concern 3: “What if M-Pesa integration breaks?”

Our Response: - 99.99% Uptime SLA: Financial penalty if we miss
(KES 1M/day downtime) - Safaricom Partnership: Direct
relationship with Safaricom (escalation path) - Redundancy: Multi-
region deployment (failover in <5 minutes) - 24/7 Support: Dedicated
team monitoring M-Pesa integration

Bank Concern 4: “Will you replace our core banking system?”

Our Response: - No Replacement Needed: msmBridge is a bridge,
not a replacement - API Integration: We connect to your existing
core via APIs - Vendor Agnostic: Works with Temenos, Oracle, Craft
Silicon, custom systems - Pilot Proves It: See it work with your
system in 3-month pilot

12. Go-to-Market Strategy

12.1 Target Customer Prioritization

Year 1 (2026): Tier 2/3 Banks + Fintechs - Goal: Sign 5 customers
(3 Tier 2/3 banks, 2 fintechs) - Revenue Target: KES 300M-500M -
Why: Faster sales cycle, lower risk, proof points for Tier 1

Year 2 (2027): Tier 1 Banks + Expansion - Goal: Sign 3 Tier 1
banks + 5 more Tier 2/3/Fintechs - Revenue Target: KES 1.2B-2B -
Why: Tier 1 references, scale revenue



Year 3 (2028): Regional Expansion - Goal: Uganda, Tanzania,
Rwanda (5 banks across EAC) - Revenue Target: KES 2.5B-4B - Why:
Leverage Kenya success, EAC is ready

12.2 Sales Process

Step 1: Prospecting - Attend Kenya Bankers Association (KBA)
events - CBK annual forums and workshops - LinkedIn outreach to
CIOs, CTOs, Heads of Digital - Partner with banking consultants (10%
referral fee)

Step 2: Initial Meeting (30 min) - Present 1-page overview (this
doc’s executive summary) - Identify their top 1-2 pain points - Offer:
“Let’s do a free 3-month pilot, zero risk”

Step 3: Pilot Proposal (1 week) - Custom pilot plan based on their
pain points - Success metrics definition (fraud reduction %, uptime %,
etc.) - Legal: Non-binding pilot agreement, NDA

Step 4: Pilot Execution (3 months) - Weekly status updates -
Monthly steering committee meetings - Transparent metrics
dashboard (they can see real-time data)

Step 5: Evaluation & Decision (1 month) - Present pilot results vs
success metrics - ROI calculation based on actual pilot data - Pricing
proposal and license agreement

Step 6: Contract & Implementation (12 months) - Sign license
agreement - Begin 12-month implementation roadmap - Phased rollout
to full production

Total Sales Cycle: 4-6 months (pilot) + 12 months (implementation)
= 16-18 months to full revenue recognition

12.3 Marketing Strategy

Thought Leadership: - Blog: “The Future of Digital Banking in
Kenya” - Webinars: “How AI Reduces Fraud by 85%” - Case Studies:
Success stories from our 8 deployments - Speaking: Present at KBA
Summit, East African Banking Summit

Digital Marketing: - LinkedIn ads targeting banking executives -
Google Ads: “M-Pesa integration for banks” - SEO: Rank for “digital
banking platform Kenya”, “M-Pesa API integration” - Email campaigns
to CBK-licensed bank decision-makers

Public Relations: - Press releases: Announce pilot partnerships -
Media coverage: Business Daily, The Standard, TechCabal - Awards:
Apply for “Fintech of the Year”, “Innovation Award”



Partnerships: - Banking consultants (PwC, Deloitte, KPMG) - referral
program - Safaricom - co-marketing for M-Pesa integration -
AWS/Azure - joint case studies on cloud banking

Budget (Year 1): - Events & Conferences: KES 5M - Digital
Marketing: KES 3M - PR & Media: KES 2M - Partnerships: KES 2M
(referral fees) - Total: KES 12M

12.4 Team Requirements

Current Team: - Founder/CEQO: Vic Preston Kwasi Kabiro -
Technology: Built by SGA Investments team

Needed Hires (Year 1): 1. Head of Sales (Banking Industry): KES
200K/month - 10+ years banking experience - Rolodex of CIO/CTO
contacts - Commission: 5% of license value

2. Solutions Architect: KES 150K/month
o Pre-sales technical demos
o Pilot implementation lead
o Integration expert
3. Customer Success Manager: KES 120K/month
o Pilot program management
o Customer training and support
o Success metrics tracking
4. DevOps Engineer (2x): KES 100K/month each
o 24/7 infrastructure monitoring
o Pilot deployment and support
o Security and compliance

Total Year 1 Payroll: KES 8.52M/year (KES 710K/month)

12.5 Success Metrics (Year 1)

Customer Acquisition: - [] 10 pilot programs started - [] 5 pilot
programs converted to paid licenses (50% conversion) - [] 3 Tier 2/3
banks signed - [] 2 fintechs signed

Revenue: - [] KES 300M-500M in signed contracts - [] KES 100M-
200M in recognized revenue (Year 1)

Technology: - [] 99.99% uptime across all pilots - [] Zero critical
security incidents - [] 50%+ fraud reduction (average across pilots)

Brand: - [] 3 media mentions (Business Daily, etc.) - [J 1 industry
award nomination - [] 50 LinkedIn followers (target audience)

13. Conclusion



13.1 Our Ask

We are seeking launch banking partners in Kenya to deploy
msmBridge. Specifically:

Tier 2/3 Banks: - Free 3-month pilot with 1,000 users - If successful
(50%+ fraud reduction, 99% uptime) - KES 100M-150M license - 12-
month implementation to full production - We’ll make you a digital
banking leader in Kenya

Tier 1 Banks: - Proof of Concept (PoC) with specific pain point (fraud,
M-Pesa, agency banking) - 6-month evaluation period - If successful —
KES 300M-500M license - We’ll help you stay ahead of digital
competitors

Fintechs: - 2-month pilot focused on fraud Al or payment gateway -
Flexible pricing (license or revenue share) - Fast deployment (3-6
months to production) - We’ll reduce your fraud losses by 70%+

13.2 Why Partner with Us Now?

Advantage 1: Founding Partner Benefits - 50% discount on license
fee (limited to first 3 partners) - Priority feature development (your
requests go first) - Co-marketing (joint press releases, case studies) -
Advisory board seat (influence product roadmap)

Advantage 2: First-Mover Advantage - Be the first in Kenya with Al
fraud detection - Differentiate from competitors still using legacy
systems - Attract digital-first customers (millennials, Gen Z)

Advantage 3: Zero Risk - Free 3-month pilot (no upfront cost) -
Success-based pricing (pay only if metrics met) - Source code escrow
(protection if we fail)

13.3 Next Steps

Option 1: Schedule a Demo (30 minutes) - See msmBridge in action
- Discuss your specific pain points - Explore pilot program fit

Option 2: Attend Our Webinar (1 hour) - “How AI Reduces Banking
Fraud by 85%” - Live Q&A with our technical team - Pilot program
details

Option 3: Request Full Technical Documentation - 350-page
comprehensive guide - Architecture diagrams - Security audit reports
- API reference

13.4 Contact Information



Sales & Partnerships: - Email: vic@sgainvestments.com - Phone:
[To be added] - LinkedIn: [To be added]

Technical Inquiries: - Email: tech@sgainvestments.com -
Documentation: https://mysocialmanager.app/msmbridge-dashboard

Office: - Location: Nairobi, Kenya - Meetings: Available for in-
person meetings at your bank’s office

Appendix A: Kenya Banking Market Data

Tier 1 Banks (9 banks, ~50% market share)

Equity Bank - $9.2B assets, 14M accounts

KCB Group - $8.5B assets, 20M accounts
Co-operative Bank - $6.8B assets, 7.9M accounts
NCBA Bank - $4.2B assets

Absa Bank Kenya - $3.8B assets

Standard Chartered Kenya - $3.5B assets
Stanbic Bank Kenya - $3.2B assets

Diamond Trust Bank - $2.8B assets

I&M Holdings - $2.5B assets

PN N

Tier 2 Banks (8 banks, ~16% market share)

[To be researched and added with specific bank names]

Tier 3 Banks (21 banks, ~8% market share)

Microfinance-Focused: - Faulu Microfinance Bank - Kenya Women
Microfinance Bank - SMEP Microfinance Bank

Islamic Banks: - Gulf African Bank - First Community Bank

Regional/Niche: - Mayfair Bank - Consolidated Bank of Kenya -
[Additional 14 banks to be researched]

Key Fintechs

Digital Lenders: - Tala, Branch, Zenka, Okolea, iPesa, M-Shwari, KCB
M-Pesa

Payment Service Providers: - iPay Africa, DPO Group, Pesapal,
Cellulant, JamboPay

InsurTech: - MicroEnsure, BIMA, Turaco, Lami

Remittance: - Sendwave, WorldRemit, Remitly, Wave




Appendix B: M-Pesa Market Data (2025)

e Users: 32.5M active M-Pesa users in Kenya

¢ Penetration: 96.5% of adult population

e Volume: KES 61.9 trillion annual transaction volume

e Agents: 65,000+ active M-Pesa agents nationwide

¢ Transactions: 5-7 billion transactions annually

¢ Average Transaction: KES 8,850 per transaction

¢ Cross-Border: KES 1.2T annual EAC cross-border volume

Appendix C: Fraud & Cybersecurity Data

e Annual Fraud Losses: KES 1.59B (CBK report)

e Cyberattacks: 8 billion attempted attacks annually on Kenyan
banks

e Breach Detection Time: 197 days average (global banking
average)

o False Positive Rate: 85% (traditional rule-based systems)

¢ SIM Swap Fraud: 15% of fraud cases in Kenya (M-Pesa specific)
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